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Preface
Scope of This Document

This document provides user information for the In-System Pro-
gramming (ISP) interface for the CP3UB17/CP3CN17 Connectivity
Processors and the CRISP host-side ISP programming software. This
document describes the hardware and software configuration of the
ISP interface for both the chip side and the host side of the interface.
The protocol for communication over the ISP interface is described in
a separate document, the In System Programming Communica-
tion Protocol Specification.

Related Documentation

CP3CN17/CP3UB17 Evaluation Kit User’s Guide—The hard-
ware and software documentation for the CP3UB17/CP3CN17 Eval-
uation Kit.

In System Programming Communication Protocol Specifica-
tion—This is the reference for the protocol used over the ISP inter-
face. This document is useful for developing host-side ISP interface
software.

CP3UB17/CP3CN17 Data Sheets—These are the full data sheets
for the Connectivity Processors. Refer to these documents for infor-
mation about the on-chip peripheral devices, signal descriptions, pack-
age pinout, and electrical specifications.
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Revision History
Revision Release Date Summary of Changes

1.5 9/17/03 Original release.
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Overview
 1

The In-System Programming (ISP) interface provides a mechanism
for updating the software of a CP3UB17/CP3CN17 device after it
has been installed in a system. This may be used to correct software
bugs, update software with additional features, customize the software
for specific products, etc.

As shown in Figure 1-1, a conventional application downloaded
through the Nexus or parallel port interface may use the entire 256K
byte flash program memory. If the ISP interface is used, up to 7K
bytes of the flash program memory are reserved for the ISP software
that handles the communication interface with the host system and
loads the application into flash program memory. BOOTAREA is the
address of the first byte of memory available for application programs
downloaded through the ISP.

Figure 1-1. Flash Program Memory Map
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Overview
The ISP software provided by National Semiconductor implements a
protocol for downloading and verifying code over the on-chip UART
interface of the CP3UB17/CP3CN17 device. The states sampled
from the ENV pins at reset are used to select whether the device exe-
cutes the ISP software or application software following reset.

The CRISP software provides a user interface for controlling the ISP
interface from a host PC. CRISP provides a complete set of functions
for downloading, verifying, and uploading code on the target device,
as well as loading, saving, and editing code in disk files on the host PC.

The remainder of this User’s Guide consists of these chapters:

Chapter 2—Setting Up for ISP Download. Describes setting up
the hardware and software configuration for running the procedures
in the following chapters.

Chapter 3—Downloading Through the ISP. Describes download-
ing an example application program through the ISP. This is a very
quick procedure to demonstrate the basic ISP functions. The follow-
ing chapters provide more detailed information and procedures for
using the CRISP host-side software and compiling application pro-
grams for downloading through the ISP.

Chapter 4—CRISP User Interface. Describes the graphical user
interface (GUI) of CRISP.
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Chapter 5—Using CRISP. Detailed procedures for establishing a
serial connection from the host PC to the target device, loading a disk
file into a CRISP buffer, setting the timing registers for programming
the flash memory, downloading a CRISP buffer to a memory area in
the target device, verifying the programming of the target device
against a CRISP buffer, and closing the serial connection.

Chapter 6—Other CRISP Features. Detailed information on exam-
ining data in a CRISP buffer, locating mismatches found during a
memory verification operation, programming the Protection Word,
reading the Protection Word, uploading a CRISP buffer from the tar-
get device, saving a CRISP buffer to a disk file, setting up and using
the Auto Program mode ("single click" programming of several pro-
gramming operations), and editing the contents of a CRISP buffer.

Chapter 7—Compiling for ISP Download. Detailed procedure for
compiling an application program for downloading through the ISP
interface.
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Setting Up for ISP Download
 2

2.1  Hardware Configuration

The hardware configuration for using the ISP interface is shown in
Figure 2-1. The parallel port cable is used for downloading the soft-
ware which handles the target side of the ISP interface. To enable the
parallel port connection, the LPT/Nexus jumper must be installed on
the LPT side of the jumper block.

Figure 2-1. System Configuration

2.1.1  Clock Source Jumpers

To run the ISP code, the clock source jumpers must be configured for
the crystal network or the oscillator module. To use the crystal net-
work, jumpers J1 and J11 are installed, and jumpers J12 and J13 are
empty. To use the oscillator module, jumper J12 is installed and jump-
ers J1, J11, and J12 are empty.
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Hardware Configuration

Setting Up for ISP Download
2.1.2  ENV Jumpers

The operating environment of the CP3UB17/CP3CN17 device is
selected by the states sampled from the ENV pins. On the evaluation
board, these states are controlled by jumpers J15, J16, and J17. Each
of these jumpers has two positions, marked as 0 and 1. Table 2-1
shows the jumper configurations used to select the operating environ-
ment. See the CP3UB17/CP3CN17 device data sheet for detailed
information about the behavior of the CPU in these modes.

To download the software that runs the ISP interface, the ENV2:0
jumpers are configured for IRE mode (111) or ERE mode (011). To
run the ISP software, the ENV2:0 jumpers are configured for ISP
mode (010). While the ISP software is running on the evaluation

Table 2-1. Operating Environment Jumper Configurations
Environ
-ment

ENV2
(J17)

ENV1
(J16)

ENV0
(J15) Description

DEV 0 0 0
Development mode. On-chip flash program 
memory is disabled. External SRAM program 
memory is enabled.

IRE 1 1 1 Internal ROM mode. On-chip flash program 
memory is enabled.

ERE 0 1 1
External ROM mode. Both on-chip flash 
program memory and external flash program 
memory are enabled.

ISP 0 1 0 In-System Programming mode. On-chip flash 
program memory is enabled.
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Hardware Configuration
board, the CRISP software can be run on the host PC to download an
application program to the evaluation board through the ISP inter-
face. After an application program has been downloaded, the ENV2:0
jumpers are configured for IRE mode (111) or ERE mode (011) to
run the program.

Whenever the ENV jumper configuration is changed, the power to
the evaluation board should be interrupted by unplugging the power
supply from connector PWR62, waiting a few seconds, then plugging
it back in.

2.1.3  Serial Port Jumpers

Jumpers are used to configure the signals between the on-chip UART
and serial port connector P3 for a crossover or straight-through con-
figuration. The UART configuration jumpers are in two sets of adja-
cent two-pin headers, as shown in Figure 2-2.
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Hardware Configuration

Setting Up for ISP Download
Figure 2-2. UART Configuration Jumpers

Jumpers are installed either between pins on the same header or
between the same pin positions on adjacent headers. Table 2-2 shows
the jumper configurations.

The serial cable provided in the evaluation kit requires a crossover
configuration.
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Software Configuration
2.2  Software Configuration

2.2.1  CRISP Software

The CRISP software used for handling the host side of the ISP inter-
face is installed from the evaluation kit CD-ROM. It may also be dis-
tributed as a self-installing CRISPvX.Y.Z.EXE file (in which X.Y.Z is
the version number of the software release). After installation, the
default location for the CRISP application is C:\Program
Files\CRISP\CRISP.exe.

2.2.2  ISP Software

After installing the evaluation kit CD-ROM, the
C:\National_SEK_X_Y\software\CP3000\example\ISP folder
(in which X.Y is the version number of the software release) contains
the files used to download the ISP software to the evaluation board
and an example application compiled for downloading through the
ISP. The ISP software is provided as an Intel Extended Hex format
file, isp_flash_xx17.hex. This file must be downloaded with special
programming of the Protection Word to allocate space for the ISP
code and indicate that it is non-empty. This programming is provided
in the winIDEA project files isp.QRF and isp.jrf. Certain combina-
tions of states in the Protection Word can prevent the CP3UB17/
CP3CN17 device from accepting software downloads (by enabling
protection modes that cannot be disabled), so it is safer to use these
ISP User’s Guide 15



Software Configuration

Setting Up for ISP Download
project files rather than using the Protection Word programming fea-
tures of winIDEA to create new project files.

Application programs downloaded through the ISP must be compiled
for loading above the ISP software. The ISP software is loaded into
the region of program flash memory between 0 and BOOTAREA-1.

The following procedure downloads the ISP software:

1. Configure the Evaluation Board for Downloading. The evalua-
tion board must be configured as shown in Figure 2-1, with the
ENV jumpers selecting the IRE (111) or ERE (011) operating
environment.

2. Download the Hex File to the Target. Double-click on the
isp.jrf file to enter winIDEA and open the ISP project. Select the
Debug -> Download command. After successfully downloading
the ISP software, exit from winIDEA.
16 ISP User’s Guide



Downloading Through the ISP
 3

An application program downloaded through the ISP is loaded start-
ing at the BOOTAREA address. For detailed information about specify-
ing the BOOTAREA address and compiling application programs for
downloading through the ISP, see Chapter 7.

An example application program LED1_Blink.hex is provided for
downloading through the ISP interface. When executed on the evalua-
tion board, this program flashes LD1.

The following procedure uses CRISP to download the
LED1_Blink.hex example program:

1. Configure the ENV Jumpers. After setting up the hardware and
software as described in Chapter 2, configure the ENV jumpers on
the evaluation board for ISP mode (010). Then, power-cycle the
board by unplugging the power supply from connector PWR62,
waiting a few seconds, and then plugging it back in.
ISP User’s Guide 17



Downloading Through the ISP
2. Enter CRISP. From the Start menu, select Programs -> CRISP -
> CRISP. After the program starts up, click on the splash image to
close it, then click on the Connect button.

Connect Button
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3. Connect to the Evaluation Board. A dialog box allows selecting
the port and baud rate. Select the port used for the serial connec-
tion to the evaluation board. The serial connection must be set for
115200 baud. After clicking the Ok button, CRISP will attempt to
connect to the board.

If CRISP fails to connect, power-cycle the board and try again.
Also, check that jumpers J26, J27, J29, and J30 for the UART sig-
nals are configured for a crossover configuration rather than a
straight-through configuration, as described in Chapter 2.
ISP User’s Guide 19



Downloading Through the ISP
4. Load the Download File Into CRISP. Select the File -> Load -
> Load All command. This brings up a dialog box for selecting the
download file. Browse to the C:\National_SEK_X_Y\soft-
ware\CP3000\example\ISP folder (in which X.Y is the version
number of the software release), then select the LED1_Blink.hex
file and click the Open button.
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5. Set the Auto Program Options. Select the Device -> Auto Pro-
gram Options command. Check the Program Memory, Flash Pro-
gram Memory, Verify Memory, and Verify Flash Program Memory
options. Then, click the OK button.
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Downloading Through the ISP
6. Download to the Evaluation Board. Select the Device -> Auto
Program command. A dialog box will warn that the BOOTAREA
section will not be programmed. Click the OK button to dismiss
the dialog box and download the application program.

Another warning will appear during the verify phase. Click the OK
button to dismiss the dialog box.
22 ISP User’s Guide



7. Run the Program. To run the downloaded software, change the
ENV jumper configuration to IRE (111) or ERE (011) mode.
Then, press the Reset button. The evaluation board will execute
the application software, as indicated by one of the LEDs flashing
at a rate of about 1 Hz.
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Downloading Through the ISP
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CRISP User Interface
 4

The CRISP user interface is straightforward and simple to learn. This
chapter describes the user interface and the functions accessed
through the user interface. A screen shot of CRISP is shown in
Figure 4-1, and each part of the interface is described below.

Figure 4-1. CRISP User Interface

Connect ButtonDevice Pull-Down Menu Reset Button

Status Bar Timer Progress Indicator
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CRISP User Interface
• Device Pull-Down Menu—use this menu to select the appropri-
ate CP3000 device.

• Connect Button—the Connect button is used to initiate the con-
nection process to the target device. Once a device is connected,
this becomes the Disconnect button.

• Reset Button—the Reset button can be used to reset the connec-
tion, and it becomes the Abort button during any ISP operation.
Clicking the Abort button will terminate the current ISP operation.

• Status Bar—CRISP communicates its status to the user through
the status bar. When CRISP is performing programming or verifi-
cation commands, the progress of the operation will be displayed
here. If an error occurs during a ISP process, it will be reported
here.

• Timer—indicates elapsed time for the current CRISP operation.

• Progress Indicator—while a CRISP operation is proceeding, dis-
plays a bar graph and a numerical percentage value indicating how
much of the current operation has been completed.

The main window of CRISP displays several tabs which provide fur-
ther information on memory contents, device-specific settings, and
CRISP status information.

The first four tabs in Figure 4-1 display the contents of the four main
memory buffers of CRISP, which relate to the four main memory
26 ISP User’s Guide



storage locations of the CP3UB17/CP3CN17 device. These buffers
display the data read from the target device after performing an
upload or the data the user wishes to download to these areas after
opening a valid Intel Hex File. 

The Device Options tab displays various settings relevant to the cho-
sen target device, such as memory protection settings and the current
flash timing settings.

The Status tab maintains a continuous list of CRISP activities reflect-
ing the status of the current ISP operation and highlighting any erro-
neous activity.
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CRISP User Interface
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Using CRISP
 5

This chapter provides detailed procedures for using CRISP to:

• Make a connection to an ISP-enabled CP3UB17/CP3CN17
device.

• Open an Intel Hex file.

• Program the file into the flash program memory.

• Verify the contents of the flash program memory.

• Terminate the connection with the target device.
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Establishing a Serial Connection

Using CRISP
5.1  Establishing a Serial Connection

To establish a serial connection, the host PC must be connected to the
target device through an available COM port. The target device must
be in ISP mode with the hardware configuration described in Chapter
2. The following procedure establishes a serial connection.
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Establishing a Serial Connection
1. Select Port and Baud Rate. Click the Connect button once. The
screen should then look like the screen shot in Figure 5-1.

Figure 5-1. Screen after Clicking Connect Button

The Communications Port pull-down menu is used to select the
COM port used on the PC. The Baud Rate pull-down menu is used
to select the connection speed, which must be set for 115200 baud.
To begin making the connection, click the Ok button.
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Establishing a Serial Connection

Using CRISP
2. Connecting to the Target. After a few seconds, the connection
should be made, and the CRISP application will look like that
shown in Figure 5-2.

Figure 5-2. Screen after a Connection has been Successfully Established

The target device flash protection settings and the current flash
timing register settings are displayed in the Device Options tab in
the main window. The status bar shows a green circle, with a mes-
sage declaring that the connection was a success.
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Loading an Intel Hex File
5.2  Loading an Intel Hex File

Disk files can be loaded into buffers maintained by CRISP for each
memory area in the target device. The following procedure describes
how to load an Intel Hex file into the program memory buffer.
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Loading an Intel Hex File

Using CRISP
1. Browse for a Hex File. Select the File -> Load -> Flash Program
Memory File command to bring up a dialog box which displays hex
files in the current folder. The command is shown in Figure 5-3.

Figure 5-3. Selecting the Command to Open a Program Flash File

By default the dialog box displays the contents of the C:\Program
Files\CRISP\Samples folder. If this is not the case, browse for
this folder. The folder should contain a file named
program_flash.hex.
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Loading an Intel Hex File
2. Open the Hex File. Select the file, as shown in Figure 5-4, and
click the Open button.

Figure 5-4. Opening the program_flash.hex file
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Loading an Intel Hex File

Using CRISP
3. Examine the Hex File. The program_flash.hex file starts at
memory address 00 1C00h. The contents of the file are displayed
in the Flash Program Memory tab in the main window as shown in
Figure 5-5.

Figure 5-5. Contents of the File Displayed in the Main Window
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Setting the Flash Timing
5.3  Setting the Flash Timing

To ensure data retention, the timing used to program the flash mem-
ory must be within specifications. The ISP firmware assumes by
default that the CP3UB17/CP3CN17 device is driven with a 12-MHz
clock source is connected, and the internal CPU clock is also set up

for 12-MHz operation1. The following procedure programs suitable
values into the flash timing registers to support a 12-MHz input clock.

If the flash timing register settings need to be changed for a different
device type, the latest version of CRISP will have the register settings
stored in its device database. The Device pull-down menu in the
upper-left corner of the main window is used to select the device type.

1. See the device data sheet for detailed information on clock generation.
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Setting the Flash Timing

Using CRISP
1. Select the Clock Frequency. Click on the Device Options tab in
the main CRISP window to bring up the view shown in Figure 5-6.
Use the Program Timing Registers pull-down menu in the lower
left corner of the window to select the "12 MHz" timing setting.

Figure 5-6. Selecting the Clock Frequency
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Setting the Flash Timing
2. Program Flash Timing Registers. Write the flash timing regis-
ters in the CP3UB17/CP3CN17 device by selecting the Device -
> Program -> Program Timing Registers command, as shown in
Figure 5-7.

Figure 5-7. Programming the Flash Timing Registers
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Setting the Flash Timing

Using CRISP
3. Flash Timing Programming Complete. After the timing regis-
ters have been successfully programmed, CRISP will display the
message "Timing Registers Programmed successfully to 12 Mhz"
in the status bar, as shown in Figure 5-8.

Figure 5-8. Successful Completion of Flash Timing Register Programming
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Programming the Flash Program Memory
5.4  Programming the Flash Program 
Memory

Once the hex file has been loaded and the flash timing registers have
been programmed, the hex file can be downloaded into the chosen
memory area of the target. The following procedure loads the
program_flash.hex file from CRISP buffer to the target.
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Programming the Flash Program Memory

Using CRISP
1. Initiate the Download. Select the Device -> Program -
> Program Flash Program Memory command, as shown in
Figure 5-9.

Figure 5-9. Selecting the Program Flash Program Memory Command

The CRISP application will now download the hex file into the
program flash memory of the target device.
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Programming the Flash Program Memory
2. Monitor CRISP Status. During this process, the status bar should
look as shown in Figure 5-10.

Figure 5-10. CRISP Status Bar During Programming
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Programming the Flash Program Memory

Using CRISP
3. Programming Complete. If the download was successful, the
status bar’s circle should have returned to its green color and dis-
play the message "Programming Complete", as shown in Figure 5-
11.

Figure 5-11. Status Bar after a Successful Flash Program
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Verifying the Contents of the Flash Program Mem-
5.5  Verifying the Contents of the Flash 
Program Memory

During the programming process, each flash page which is pro-
grammed is also automatically verified. However, it is also possible to
explicitly verify the device programming against the contents of a
CRISP buffer. The following procedure verifies the flash program
memory.
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Verifying the Contents of the Flash Program Mem-

Using CRISP
1. Initiate the Verification Operation. Select the Device -> Verify -
> Verify Flash Program Memory command. This is shown in
Figure 5-12.

Figure 5-12. Selecting the Verify Flash Program Memory Command

The CRISP application will now use the ISP protocol to upload the
contents of the flash program memory and compare it with the
hex file loaded into the memory of the PC.
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Verifying the Contents of the Flash Program Mem-
2. Monitor Verification Status. During this process the status bar
should look as shown in Figure 5-13.

Figure 5-13. CRISP Status Bar During Verification
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Verifying the Contents of the Flash Program Mem-

Using CRISP
3. Verification Complete. If the verification was successful, the sta-
tus bar’s circle should have returned to its green color and display
the message "Verify Complete", as shown in Figure 5-14.

Figure 5-14. Status Bar after the Verification Process
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Closing the Serial Connection
5.6  Closing the Serial Connection

When all ISP operations have been completed, the serial connection
from the host PC to the target should be closed to make it available
for other applications or to allow CRISP to connect to other target
devices. The following procedure closes the connection.
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Closing the Serial Connection

Using CRISP
1. Initiate Closing the Connection. Click the Disconnect button in
the CRISP main window, as shown in Figure 5-15.

Figure 5-15. Click the Disconnect Button

Disconnect Button
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Closing the Serial Connection
2. Connection Closed. When CRISP has completed the disconnec-
tion process, the status bar will display the message "Connection:
Closed", as shown in Figure 5-16.

Figure 5-16. Status Bar Indicating Connection is Closed

The CRISP application can now be closed, or it can connect to
another target device.
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Closing the Serial Connection

Using CRISP
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Other CRISP Features
 6

Chapter 5 described how to download an Intel Hex File into the flash
program memory of an ISP-enabled CP3UB17/CP3CN17 device.
This chapter looks at some of the other functions supported by
CRISP and shows how to get the most out of its features.
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Decoding Hex File Data

Other CRISP Features
6.1  Decoding Hex File Data

After loading a hex file into a CRISP buffer, it is sometimes useful to
be able to examine and understand the data it contains. In the main
window, CRISP displays the addresses and data in hexadecimal for-
mat, with 16 bytes of data per line. On the right side of the main win-
dow, the data is decoded into ASCII text, in which each byte is
displayed as an ASCII character. The data displayed in the main win-
dow is highlighted in red in Figure 6-1.

Figure 6-1. Intel Hex File Displayed in CRISP
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Decoding Hex File Data
If ASCII text is embedded in a file, it is easy to locate, as shown in
Figure 6-2. Here, the ASCII character R is stored at address
00 1EC0h.

Figure 6-2. ASCII Representation of Data
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Decoding Hex File Data

Other CRISP Features
If the cursor is held over an individual byte of data in the main win-
dow, a pop-up information window is displayed in a yellow box. This
window provides detailed information about the individual byte of
data, including its address, its value in hexadecimal, decimal, and
binary, and, when possible, its equivalent ASCII character.
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Locating Where a Verification Failed
6.2  Locating Where a Verification Failed

If a byte of data read during a verification operation does not match
the data held in the CRISP buffer, "Verification Failed" will be dis-
played in the status bar, as shown in Figure 6-3.

Figure 6-3. Status Bar after a Verification Failure

Any byte that fails to verify will be highlighted in red in the main win-
dow tab for the memory area in which the mismatch was detected. In
this case the byte stored at address 00 1C9Fh in the flash program
memory has failed verification.
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Locating Where a Verification Failed

Other CRISP Features
Selecting the View -> Status command provides more detailed infor-
mation on the failure. In this case, as shown in Figure 6-4, the byte at
address 00 1C9Fh should have been 74h, but actually read as 54h.

Figure 6-4. Further Details on the Failing Byte in the Status Tab Window
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Programming the Protection Word
6.3  Programming the Protection Word

The Protection Word is used to enable or disable various flash mem-
ory options, such as read or write access to the memory. The follow-
ing procedure programs the Protection Word.

Before programming the Protection Word, read the device data
sheet about the features controlled by the Protection Word. You
MUST understand these features before programming the Pro-
tection Word, because some settings are irreversible and may
make the device unusable. These features are fully discussed in
the device data sheet, but not in this document.
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Programming the Protection Word

Other CRISP Features
1. View the Memory Protection Scheme. In the CRISP main win-
dow, click on the Device Options tab. On the left, the Memory
Protection Scheme settings are displayed, as highlighted in red in
Figure 6-5.

Figure 6-5. Memory Protection Scheme Settings
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Programming the Protection Word
2. View Flash Protection Word Value. The BOOTAREA radio
buttons, and Write Protection, Read Protection, ISP Firmware
Available, and Flash empty check boxes are used to display and
change the Flash Protection Word programming. The value which
will be programmed into the Flash Protection Word is indicated at
the bottom left hand corner of the Memory Protection Scheme
area in both binary and hexadecimal, as shown in Figure 6-6.

Figure 6-6. Flash Protection Word Value
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Programming the Protection Word

Other CRISP Features
3. Write Protection Warning. Some settings are irreversible and may
make the device permanently unusable. For example, write protec-
tion cannot be disabled after it is enabled (unless a special pro-
grammer is used). In Figure 6-7, selecting the Write Protection
setting has opened a pop-up dialog box to warn the user.

Figure 6-7. Write Protection Warning
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Programming the Protection Word
4. Initiate Programming the Protection Word. When the desired
settings have been selected, programming can be initiated by select-
ing the Device -> Program -> Program FPW command, as shown
in Figure 6-8.

Figure 6-8. Selecting the Program FPW Command
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Programming the Protection Word

Other CRISP Features
5. Program FPW Warning. After the Program FPW command has
been selected, a further dialog box is opened to confirm the selec-
tion. It explains that changing the Protection Word settings also
erases the memory from 02 0000h to 03 FFFFh. The dialog box
also gives the user the option to continue or cancel the program-
ming the operation, as shown in Figure 6-9. Note: The Protection
Word settings do not take effect until after a device reset or power
to the device has been cycled.

Figure 6-9. Protection Word Programming Warning
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Programming the Protection Word
6. Confirm Programming. Click the Ok button to confirm the
command to program the new Protection Word settings into the
target device. If the operation is successful, the status bar circle will
turn green, and the message FPW Programmed will be displayed,
as shown in Figure 6-10.

Figure 6-10. Successful Completion of Protection Word Programming
ISP User’s Guide 65



Reading the Protection Word Settings

Other CRISP Features
6.4  Reading the Protection Word 
Settings

The following procedure reads the current Protection Word settings.

1. Initiate Protection Word Read. Select the Device -> Read -
> Read FPW command, as shown in Figure 6-11.

Figure 6-11. Selecting the Read FPW Command
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Reading the Protection Word Settings
2. View the Protection Word Settings. When the Protection Word
has been read, its value is displayed in the status bar, as shown in
Figure 6-12.

Figure 6-12. Protection Word Settings Displayed in Status Bar
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Other CRISP Features
6.5  Uploading the Memory Contents

The contents of any of the memory areas can be uploaded into CRISP
memory buffers. The following procedure uploads the contents of the
flash data memory into a CRISP buffer, then saves the buffer to a disk
file.
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Uploading the Memory Contents
1. Initiate Flash Data Memory Upload. After entering CRISP, the
default contents of the Flash Data Memory buffer are empty (all
bytes FFh). Select the Device -> Read -> Read Flash Data Mem-
ory command initiates an upload from the target device, as shown
in Figure 6-13.

Figure 6-13. Initiating a Flash Data Memory Upload
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Uploading the Memory Contents

Other CRISP Features
2. Monitor the Upload. After selecting the Read Flash Data Mem-
ory command, CRISP will initiate the reading process, uploading
from the target device into the Flash Data Memory buffer of
CRISP. During this operation, the status bar will look as shown in
Figure 6-14.

Figure 6-14. Status Bar During a Memory Upload from the Target Device
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Uploading the Memory Contents
3. Examine CRISP Buffer. After the memory has been read and
uploaded into the CRISP buffer, the contents of the upload are dis-
played in the main CRISP window. Scroll the window to examine
the higher memory locations. The uploaded data is shown in
Figure 6-15.

Figure 6-15. CRISP Window Displaying Uploaded Data
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Uploading the Memory Contents

Other CRISP Features
4. Initiate Saving Buffer to Disk File. The CRISP buffer can be
saved to a disk file by selecting the File -> Save -> Flash Data
Memory File command, as shown in Figure 6-16.

Figure 6-16. Selecting the Save Command
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Uploading the Memory Contents
5. Specifying Disk File Name. After selecting a buffer under the
Save command, a dialog box will open for specifying the folder and
file name, as shown in Figure 6-17. Files are stored, by default, in
Intel Hex format.

Figure 6-17. Specifying Folder and File for Saving CRISP Buffer
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Other CRISP Features
6.6  Using the Auto Program Mode

The Auto Program feature is useful in mass-programming environ-
ments, in which many devices are programmed in the same way. This
feature can be tailored to the needs of the user, to allow defining a
"single click" programming process. CRISP can be set up to automat-
ically program four memory areas: Program Flash Memory, Data
Flash Memory, System RAM, and Information Block 1. There are
three steps that can be included in the Auto Programming sequence:

• Reload Files—selecting this option causes the Intel Hex file for
the selected memory buffers to be reloaded into CRISP before
each programming sequence. This feature could be used to main-
tain the latest code release or to program serial numbers into the
Data Flash Memory, if a suitable environment were developed.

• Program Memory—selecting this option enables the program-
ming part of the sequence and allows the user to specify which
memory areas will be programmed.

• Verify Memory—selecting this option enables verification of the
selected memory areas.

The following example assumes that the Intel Hex file
program_flash.hex has been loaded into the Flash Program Memory
buffer, and the file data_flash.hex has been loaded into the Flash
Data Memory buffer.
74 ISP User’s Guide



Using the Auto Program Mode
1. Enter Auto Program Options Mode. Before Auto Program
mode can be used, the operations to occur in this "single click"
programming mode must be defined. To define these operations,
select the Device -> Auto Program Options command, as shown
in Figure 6-18.

Figure 6-18. Selecting the Auto Program Options Command
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Using the Auto Program Mode

Other CRISP Features
2. Review Auto Program Options. The dialog box that opens
shows the current "Auto Program" settings. By default, program-
ming and verifying are enabled for the Program Flash Memory, as
shown in Figure 6-19.

Figure 6-19. Auto Program Options Dialog Box
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Using the Auto Program Mode
3. Select Auto Program Options. In this example, there is no need
to reload the Intel Hex files each time a device is programmed, so
this option is left disabled. However, we do want to program and
verify both the Flash Program Memory and the Flash Data Mem-
ory memories, so these options must be checked. We do not want
to modify the contents of the System RAM or Information Block
1, so these options remain unchecked. The final settings for the
Auto Program Options dialog box are shown in Figure 6-20. Click
the OK button to proceed.

Figure 6-20. Auto Program Settings used in this Example
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Other CRISP Features
4. Invoke "Single Click" Programming. Select the Device -
> Auto Program command, as shown in Figure 6-21.

Figure 6-21. Selecting the Auto Program Command
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Using the Auto Program Mode
5. Monitor Programming Operation. The current status of the
programming is indicated in the status bar. Throughout the Auto
Program sequence, the operation being executed and the target
memory area are displayed, while the progress bar increments to
display what percentage of the current operation has been com-
pleted, as shown in Figure 6-22.

Figure 6-22. Status Bar During Auto Program Mode
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Other CRISP Features
6. Auto Program Complete. On successful completion of the Auto
Program sequence, the status bar circle turns green and the status
bar displays the message Auto Program: Complete. It also displays
how many devices have been programmed during this session, as
shown in Figure 6-23.

Figure 6-23. Successful Auto Programming
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Buffer Editing Functions
6.7  Buffer Editing Functions

CRISP includes some features which allow simple editing operations
on the memory buffers. These operations are invoked by the com-
mands on the Buffer menu. These commands are shown in Figure 6-
24.

Figure 6-24. Buffer Menu Commands

Individual bytes in a buffer can also be modified by clicking on the
chosen byte in the main window to highlight it, and then typing a new
value into that location using the keyboard.
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Other CRISP Features
The editing operations on the Buffer menu are:

• Fill—fills a specified address range with a single hexadecimal
value. The start address, end address, and fill value are entered in a
dialog box.

• Copy/Move—copies or moves a block of data within the current
memory buffer. The source start address, source end address, and
destination start address are specified in a dialog box. A check box
selects between moving or copying the data. The move operation
fills the source region with FFh, while the copy operation leaves
the source region unchanged.

• Random Data— fills the currently selected memory buffer with
random data.

• Jump To—jumps to a specified address in the memory buffer, as a
faster alternative to scrolling over a large address range.

Figure 6-25. DialogBoxes Used by Buffer Commands
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Device -> Read Commands
6.8  Device -> Read Commands

CRISP also supports some other read operations under the Device -
> Read commands. These operations are:

• Read Timing Registers—this command reads the values in the
flash timing registers and compares them against a database of tim-
ing values to determine which clock speed is currently selected.
The clock speed is displayed in the status bar.

• Read Location—this command opens a dialog box in which the
user can perform byte or word reads on specific memory locations,
including register locations.

• Read Block—this command opens a dialog box which allows the
user to read a chosen block of data. The data will be read in 32-byte
blocks.

• Set Read Selections—this command opens a dialog box which
allows the user to select and automatically upload Program Flash
Memory, Data Flash Memory, System RAM, and Information
Block 1.
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Compiling for ISP Download
 7

Compiling for download through the ISP interface differs from com-
piling for download through winIDEA in two ways:

• The application must be loaded beginning at the BOOTAREA address,
rather than beginning at address 0. The region from 0 to
BOOTAREA - 1 in program memory space is reserved for the ISP
software. The BOOTAREA address must be set at 1C00h, to allow
enough memory space for the ISP code.

• The output file from the compiler tool chain must be an Intel
Extended Hex format file (.hex), not a .dbg file.

Detailed procedures for compiling programs using the winIDEA inte-
grated development environment are given in the CP3CN17/
CP3UB17 Evaluation Kit User’s Guide.

7.1  Reserving the BOOTAREA Space

The Configurator utility (ConfigTool.exe) is used to specify the size
of the program memory space reserved for the ISP software. This
utility is located in the C:\National_SEK_X_Y\soft-
ware\tools\bin folder (in which X.Y is the version number of the
software release). This program generates the settings.h and set-
tings.mak files in the C:\National_SEK_X_Y\soft-
ware\cp3000\include folder.
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Reserving the BOOTAREA Space

Compiling for ISP Download
To reserve space for the ISP software, the ConfigTool.exe program
is executed with the Boot Area Size set to 1C00.

After generating the new settings.h and settings.mak files, any com-
pilations will generate application code that will be loaded above the
section reserved for the ISP software.
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Generating a Hex File
7.2  Generating a Hex File

The compiled software must be generated in Intel Extended Hex for-
mat. To select this format in winIDEA, select the Project -> Settings
command. In the Parameters box, enter nshex when using the
National C compiler tool chain or iarhex when using the IAR Sys-
tems tool chain.

When compiling with either of these settings, the output file will be a
.hex file, rather than the usual .dbg file.
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Compiling for ISP Download
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